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1. Tool Support for Value Modeling and Risk Analysis of e-
Services

2. The Interactive Narrator Tool: Effective Requirements 
Exploration and Discussion through Visualization

3. Multiple Criteria Decision Support in Requirements 
Negotiation

4. Elicitation of SME Requirements for Cybersecurity Solutions 
by Studying Adherence to Recommendations

5. ORSIM: Integrating existing software components to detect 
similar natural language requirements

6. Managing Multi-Lingual User Feedback: the SUPERSEDE 
project experience

7. Defect Detection and Machine Learning for Requirement 
Engineering: new Roadmaps

8. Back to Basics: Extracting Software Requirements with a 
Syntactic Approach

9. PACAS: A Gamified Platform for Participatory Change 
Management in Air Traffic Management Systems





Effective Requirements Exploration and
Discussion through Visualization

The Interactive Narrator tool

Slob, Dalpiaz, Lucassen & Brinkkemper



Can we create a visual representation of requirements that is comprehensible
and helps to improve (understanding of) requirements?



Multiple Criteria Decision Support in Requirements 
Negotiation

Siamak Farshidi, Slinger Jansen, Rolf de Jong, Sjaak Brinkkemper
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Elicitation of SME Requirements for Cybersecurity 

Solutions by Studying Adherence to 

Recommendations REFSQ 2018, Utrecht, 9 – 22 Mar.

SMEs characteristics regarding cybersecurity:

• Lack of investment and budget restrictions 

• Lack of security awareness and skills

• Lack of cost-effective processes 

• Concerning external threats and neglecting internal ones

• A lack of internal cyber security policy 

Some cyber threats specific to SME:

 Vulnerable Software

 Injection

 Malicious insiders

 Broken Authentication

Cybersecurity 

Solution for 

SME

Contact: Alireza Shojaifar, Alireza.Shojaifar@fhnw.ch | Samuel A. Fricker, Samuel.Fricker@fhnw.ch | Martin Gwerder, Martin.Gwerder@fhnw.ch | www.fhnw.ch/technik

 What are the hurdles and enablers of SME to adopt cybersecurity solutions?

 Can the study of adherence to cybersecurity practice be used as a method 

of requirements elicitation for improving cybersecurity solutions?

 Can requirements elicitation be automated by embedding the dialogue between the cybersecurity 

expert and the person in charge of the SME in 

the CYSEC tool?

To mitigate SME cybersecurity problems, we aim to do requirements elicitation by studying how cybersecurity experts provide advice to SME. 

CYSEC (Cyber Security 

Coach)

Capability Advisor Good Practices

Adherence Monitor Bot

 Including a questionnaire covering 

different cybersecurity capabilities 

referencing good practices

 Providing SME with relevant information 

for training and tools for download

 Helping cybersecurity experts to evaluate 

their approaches
 An interactive element for Q&A 

We aim to answer

04
SME select controls 

to be adopted

SME choose among 
the controls and define 
a date for review of the 

implementation

03
CYSEC recommends 

controls

A set of controls offered by 

the cybersecurity expert

The cybersecurity expert elicits requirements based on the 
feedback

02
SME select 

cybersecurity theme

SME selects one 
of the topics suggested 

for cybersecurity 
improvement

05
Monitor 

Adherence

The cybersecurity expert 
and SME check adherence 
to the selected controls

06
Requirements Elicitation 

by feedback

The cybersecurity expert 
elicits requirements based 

on the feedback

01
CYSEC recommends 

theme

A portfolio of topics 
offered by the 

cybersecurity expert

Incremental Requirements Elicitation

Dialogue between 

a cybersecurity expert 

and SME

Re-occurrence of adoption or 
abandonment decisions across 

many SME corroborate the 
presence 

of a requirement

 Denial of Service

 Insecure Direct Object References

 Sensitive Data Exposure

 Bad Configurations 





Fitsum Meshesha, Anna Perini*, Angelo Susi
*perini@fbk.eu

FBK, Center for Information and Communication Technology – ICT

Trento (Italy) - Software Engineering Unit - http://se.fbk.eu

Managing Multi-Lingual User 
Feedback: the SUPERSEDE project

experience
An experience report
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SUPERSEDE Objective
Enable a data-driven engineering process
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1. Dataset preparation: manual annotation is performed by a domain expert 

2. Pre-processing: uninformative tokens are removed 

3. Feature extraction: different linguistic properties and sentiment are extracted 

4. Building a Feedback classifier: machine-learning techniques are employed to train 
a classifier on a (portion of the) dataset 

5. Feedback classification: the Feedback classifier is applied to incoming feedback 
to classify it as Bug Report, Feature Request, Enhancement Request, and Other 

Textual feedback analysis process
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What if you discover later, when project 
is already running, that user textual 
feedback is not only in English?
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Matthew Caron

Paderborn, University

Back to Basics: Extracting Software 

Requirements with a Syntactic Approach

REFSQ'18 | March 20th, 2018
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Motivation
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Focus



Elda Paja1, Mauro Poggianella1, Fatma Başak Aydemir2, Paolo Giorgini1
1University of Trento and 2Utrecht University

PACAS: A Gamified Platform for 
Participatory Change Management in 
ATM Systems 

Utrecht, March 20, 2018
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The PACAS platform

Modular

Extendable 

Support for new 
languages

Web-based
Available and can be 
used freely 

Automated reasoning 
as a services
Integrate easily new 
services


